Virginia Beach Storefront Safety Office

Navy Occupational Safety & Health Training Lesson Plan

LESSON TOPIC:  Operational Risk Management (ORM) Training

REFERENCES:     OPNAVINST 3500.39 Series

INSTRUCTIONAL MATERIALS/TRAINING AIDS:  This Lesson Plan

PURPOSE OF TRAINING:  To integrate the Operational Risk Management Process into existing safety training periods

OBJECTIVES OF TRAINING:


1.  Ensure that personnel are familiar with the Operational Risk Management Process  


2.  Promote the use of ORM during all planning, operations and training

LENGTH OF TRAINING:  15-20 Minutes

TARGET AUDIENCE:  All Navy personnel

HOW TRAINING WILL BE DELIVERED:


1.  ORM training should be included in general NAVOSH Indoctrination


2.  As Monthly Stand-Up Safety Training for the month of January

WHO WILL CONDUCT THE TRAINING:


1.  Safety Office Staff during general NAVOSH Indoctrination


2.  Work Center Supervisor for Stand-Up Safety Training

HOW THE EFFECTIVENESS OF TRAINING WILL BE EVALUATED:


ORM tasks supervisors with continuous review of ongoing evolutions to ensure that hazards have been identified and assessed, that the correct decisions have been made to control manageable risks and that adequate controls have been selected and are in use.

LESSON PLAN MODIFICATION:


DATE PREPARED:  23 AUG 01


DATE REVIEWED/REVISED:  13 JUN 02, 11 JUN 03, 30 SEP 04




OPERATIONAL RISK MANAGEMENT (ORM)PRIVATE 


ORM is simply a 5-step process of looking at what we are doing to manage risks in our day to day work:



Step 1. I.D. Hazard (Review mishap statistics, look at how you are doing what you do, list the major steps of a task and all potential losses and contributing hazards you can think of)


Hazards are defined as conditions with the potential to cause personal injury or death, property damage or mission degradation.



2. Assess Risks associated with daily tasks (What could go wrong and what is the worst thing that could happen if it does: the RAC concept included in the OPNAVINST 5100.23 Series Hazard Abatement chapter assesses mishap Severity & Probability to prioritize hazards) 


Risk is an expression of possible injury, damage or loss in terms of Severity and Probability. (The potential for exposure is a third factor addressed in the OSHA version of ORM referred to as Job Safety Analysis: Exposure potential data is included in Industrial Hygiene Surveys of tasks that may present health hazards in the work center at facilities ashore).



3. Make Risk Decisions (What level of Risk is Acceptable and in what tasks should we try to decrease the level of risk: Does the risk outweigh the benefit?) Not all risks are manageable: Sometimes the best decision is NOT to perform a task.



4. Implement Controls (Decrease the Risk, Eliminate it, Decrease the frequency or duration of a task to minimize exposure, initiate administrative and engineering controls)



5. Supervise the task to determine if the assessment was accurate and to see if the controls are effective.


The ORM method of analyzing task component steps can help to evaluate and manage risks associated with all types of processes and activities, both on and off duty. 


Operational Risk Management was initially released as OPNAVINST 3500.39 on 03 APR 97. Subsequent revisions still direct the inclusion of ORM in the orientation and training of all military personnel, commensurate with rank, experience and leadership position and the integration of ORM at all levels of the command. 


Hazards should be identified, risks assessed, and controls developed and implemented during the earliest possible planning stages. Operations should be continuously monitored for their effectiveness when the situation changes.


The Risk Assessment Code (RAC) contained in the Deficiency (Hazard) Abatement Chapter 12 of OPNAVINST 5100.23 Series is an excellent Risk Assessment tool for Step Two of Operational Risk Management. 
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The Risk Assessment code or RAC is a single Arabic number from one to five that represents the degree of risk associated with an identified hazard. The RAC can help determine hazard abatement or control priorities:

                     1. Critical    2. Serious   3. Moderate   4. Minor   5. Negligible


The RAC combines the elements of Hazard Severity and Mishap Probability:


Hazard Severity is an assessment of the worst potential consequence, defined by degree of injury, occupational illness or property damage. Four levels are used to assess Hazard Severity:


I   Catastrophic: May cause Death or loss of facility


II  Critical:         May cause severe injury, occupational illness or property damage


III Marginal:      May cause minor injury, occupational illness or property damage


IV  Negligible:  Probably would not affect personal safety or health but is a violation of a 




  NAVOSH safety standard 


Mishap Probability is the likelihood that a hazard will result in a mishap, based on an assessment of location, exposure in terms of numbers of personnel and frequency or duration of an operation. Four levels are used to assess Mishap Probability:


(A) Likely to occur immediately or within a short period


(B) Probably will occur in time


(C) May occur in time


(D) Unlikely to occur


Risk Assessment Codes are determined by entering the severity and probability in a matrix:






Mishap Probability


Hazard Severity                       A   B
C   D 



I


  1   1   2    3



II


  1   2   3    4



III


  2   3   4    5



IV


  3   4   5    5


1 = Critical  

            2 = Serious  


3 = Moderate  


4 = Minor  


5 = Negligible 



A semi-quantitative comparison of RAC’s can be made to determine where to most effectively apply time and money to manage risk and correct deficiencies. 
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The Operational Risk Management Process exists on

THREE LEVELS


1. Time-critical: An “on-the-run” mental or oral review of the situation using the five- step process (without recording the information on paper) during the execution phase of a planned operation or daily routine.


2. Deliberate:   The complete five-step process as applied during the planning of an operation. This may include review of standard operating, maintenance or training procedures and damage control/disaster response planning.


3. In-depth:     Deliberate process with a more thorough risk assessment involving research of available data, use of diagram and analysis tools, formal testing or long term tracking of the hazards associated with an operation to identify and assess the hazards. Introduction of new equipment, materials and missions, development of tactical and training curricula and major system overhaul or repair are examples of this level of operational risk management.

PRIVATE 

                Operational Risk Management incorporates the following

FOUR PRINCIPLES


1. Accept risk only when the benefits outweigh the cost. The goal of operational risk management is not to eliminate risk, but to manage it so that the mission can be accomplished with the minimum amount of loss.


2. Accept no unnecessary risk.

3. Anticipate and manage risk by planning.

4. Make risk decisions at the right level. Risk management decisions are made by the 

             leader directly responsible for the operation, who may decide to seek additional guidance

SUMMARY:
5 Steps of Operational Risk Management


1. Identify Hazards 


2. Assess Risks 


3. Make decisions to control manageable risk


4. Implement control measures


5. Supervise the process



3 Levels of Operational Risk Management


1. Time-critical    2. Deliberate      3. In-depth


4 principles of Operational Risk Management decision making 

1.  Accept risk only when benefits outweigh the cost

2.  Accept no unnecessary risk.

3.  Anticipate and manage risk by planning.

4.  Make decisions at the right level.
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RECORD OF TRAINING 

Course Date: ________________Course Length:  10-15 minutes   Activity:_____________________________

Instructor Name: ___________________________ 

Course Title:  Operational Risk Management (ORM)

Course Description:  Summary of Operational Risk Management process, levels and principles 
	       PRINT NAME
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